& BE ALERT for PHISHING FRAUDS

How do you spot them? Check your emails (or Skepticism like this can help you expose a
phone calls) for anything unusual, especially if you phishing email before you get hooked:
weren’t expecting the message.

This fraud showed up in UC Davis
accounts this spring:
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You have a Faculty message from (Familiar Name)

O (Familiar Name)
@ Tuesday, April 10, 2018 at 8:56 AM
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Thank you,
Umversity of Cah'fornia, Davis

Red Fl&@! Thew want your credentials.

Instead, o0 L Wovy norma sife to read Messages.

Forward generic phishing to cybersecurity@ucdavis.edu; report
phishing from @ucdavis.edu addresses to abuse@ucdavis.edu.
Then delete message.



